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Governance Structure 

Delta Group has a Chief Information Security Officer (CISO), who is the highest 

ranking person in charge of information security. The CISO is responsible for 

supervising the execution of company-wide information security operations, 

ensuring the effectiveness of information security risk management 

mechanisms. Regarding information security and personal information 

management, Delta established the "ISMS and PIMS Steering Committee", 

convened by the CISO and CHRO, in order to effectively discuss and identify 

information security and personal information issues and related risks. To 

ensure that Delta Group's information security management can 

continue to operate effectively, Delta established the “Information Security 

Steering Committee". The Committee is chaired by the CEO, with CISO as the 

convener. The COO, senior executives from business groups around the world, 

and regional senior executives are all committee members. They discuss the 

information security issues and business needs of different regions and 

determine required resources and action plans. 

 



 

 

Management Mechanism 

⚫ Operational Model: Delta Group has established an information security 

management system. The system contains the roles and responsibilities 

of information security organization, personnel education and training, 

and the management of computer hardware and software, networks and 

physical environments. To ensure the confidentiality, integrity, and 

availability of Delta's information security assets and prevent them from 

being damaged intentionally or negligently by internal or external threats. 

 

⚫ Reporting Frequency: The CISO reports the overall information security 

implementation status and effectiveness to the Board annually. This 

ensures that information security policies and controls are implemented at 

Delta Group’s business groups worldwide. The "ISMS and PIMS Steering 

Committee" holds regular meetings every year. “Information Security 

Steering Committee" holds regular meetings every quarter. 

 

⚫ Implementation: To continuously ensure the implementation of 

information security and the maintenance of certificate validity, control 

measures are conducted annually, including asset inventories, risk 

assessment and treatment, business continuity plans(BCPs) for critical 

information systems, conducting drills per the BCPs, and internal audits. 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

Certification 

Delta Group's information security governance structure and management 

mechanism have been in place since obtaining ISO 27001 certification in 

2018, and further updated with ISO 27001:2022 certification in 2024. 

 

 



 

 

 

 



 

 

 


